
 
 

Information Security Policy 

 

Navillus Strategies, established 2023, provides IT strategy and cyber security consulting services to our 
clients.  

 We assist our customers with strategic design, implementation, and deployment of robust IT services, 
underpinned with robust Cyber Security solutions.  Our goal is to deliver IT systems and processes in 
alignment with assisting clients achieve their business goals and objectives by implementing IT 
solutions in the most efficient manner, all whilst ensuring their information assets and systems are 
protected from cyber threats in alignment with their risk profile. 

Since assignments may require varying technological solutions, Navillus Strategies operates with 
highly skilled professional consultants. In this way, the necessary skill and experience for successful 
solutions is always available. Our personnel develop strong long-term working relationships with our 
clients. 

Navillus Strategies comply with all aspects of the BS EN ISO27001 International Standard for 
Information Security, as well as other legal and applicable requirements. Management are committed 
to improve confidence within prospective customers and comply with all requirements of our existing 
client base and interested parties regarding the storage and management of confidential information. 

The management of Navillus Strategies are fully committed to Information Security and have resolved 
to continually improve the ISMS using a number of internal top level and strategic objectives. 

This Policy and the measurable objectives outlined above are continually reviewed for suitability at 
Management Review Meetings. 
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